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1
Decision/action requested

This contribution proposes a new key issue on offering slice specific security features in NSaaS
2
References

3
Rationale





It has been identified in SA1 TS 22.261[1] that 5G allows a trusted 3rd party to define and update the set of services and capabilities supported in a network slice used for the 3rd party. And it has also been identified in TS28.530 [2] that security level could be exposed as one of the network slice characteristic when Network Slice can be offered by a CSP to its CSC as a service (NSaaS). In the SID of FS_eNS-SEC, as one of the objectives, Slice-specific security features can be offered as part of Network Slice as a Service (NSaaS) (Slice management).
As the slice-specific security features can be offered as part of Network Slice as a Service, there are some issues that should be studied including: 
-
Specify the Slice-specific security features that can be offered as part of Network Slice as a Service.
-
Study the solution to offer slice-specific security features.

-
Study the security of the procedure of the slice-specific security feature offering and the related interfaces.
4
Detailed proposal
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***
BEGIN CHANGES
***

X
 Key issues
X.Y
Key Issue #Y: Slice-specific security features that can be offered as part of Network Slice as a Service (NSaaS) (Slice management)
X.Y.1
Description
Network slice can be offered as a service with customized features including security features. The slice specific security features can be exposured and managed. This KI will address: offering slice-specific security features as a Service (NSaaS) including:
-
Which security features can be offered as a service to be exposed and managed? 

-
How to expose and manage the security features and specify the related network functions?
-
How to protect the security of the procedure of the slice-specific security feature offering and the related interfaces?
***
END OF CHANGES
***
